
New Security Policies for  
LX Platform Devices

As of firmware version 15.5.7, PowerAlert® Device Manager (PADM) applies the following security policies:

• 	 On initial login with any of the pre-configured Local Users – localadmin, localmanager or localguest – PADM will force the user to change the 
default password.

• 	 The default passwords localadmin, localmanager and localguest are restricted and cannot be used for any user.

• 	 The preconfigured SNMPv1 and SNMPv2 users – public and tripplite, respectively – are disabled by default. Note that PowerAlert Network 
Management System (PANMS) and PowerAlert Network Shutdown Agent (PANSA) will not discover devices until SNMPv2 user tripplite is 
enabled.

• 	 The default password of the pre-configured SNMPv3 users – localadmin, localmanager or localguest – must be changed prior to use. Note that 
the new entry will be saved as both the authentication and privacy passwords.

• 	 If the Administrator (with new password) navigates to Configuration > Security > User and saves any edits on the page, a warning message will 
appear about changing the Password and Auth Password for localmanager and localguest.
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For questions regarding SNMP management of your Tripp Lite device, contact Tripp Lite Tech Support at 773.869.1234 (7am – 6pm CST). 
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